
Test data 
 
Testing v2 API 

You can use following as sessionKey value to simulate various risk level 

 
"test-low-risk" 
"test-medium-low-risk"  
"test-medium-risk"  
"test-high-risk"  
"test-very-high-risk" 

 

Testing v1/customers API 

As part of your integration, you’ll need to test the different risk levels we return, and 
how these trigger your decisioning logic. You can use the following test data to trigger 
specific responses: 

 
 
 
 
 

Session Risk Level 
 
CUSTOMER.EMAIL RISK LEVEL 
 

low-risk@test.com  

high-risk@test.com  

very-high-risk@test.com very_high 

medium-risk@test.com medium 

https://docs.sardine.ai/docs/integrate-risk/branches/main/api-references/operations/create-a-v-2-device
https://docs.sardine.ai/docs/integrate-risk/branches/main/api-references/operations/create-a-v-1-customer
mailto:low-risk@test.com
mailto:high-risk@test.com
mailto:very-high-risk@test.com
mailto:medium-risk@test.com


Email Risk Level 
 
Please use                   to emulate a high-risk email. 
 
 
 

Phone Risk Level 
 
To test varying phone risk level, please use the following phone values: 
 

CUSTOMER.PHONE     RISK LEVEL 

 

SSN Match (eKYC) 
To test varying SSN match responses, please use the following tax ID (SSN) value 
 
CUSTOMER.TAXID        RESPONSE 

 
 
Sanction, PEP & Adverse Media Match 
 
For testing sanctions, PEP and adverse media hits, please use the following names: 
 
            NAME                              HIT 

rapidrisk3@fraudster.com 

+12003004000  

+12003004001 high 

000000001 All match 

000000003 No match 

000000002 Partial match 

Edward, Snowden adverse 
media 

Osama, Bin Laden sanction 

Barack Hussein, 
Obama 

 

mailto:rapidrisk3@fraudster.com


Testing v1/identity-verifications API 
 
For simulating various cases, please use following value as sessionkey, 
 
     “sardine-test-low” 
     “sardine-test-medium” 
     “sardine-test-high” 
 


